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Pliant Oy Privacy Policy

This privacy policy applies to the issuance of credit cards and, where applicable, the provision of
the credit card processing account by Pliant Oy.

The following describes the scope and purpose of the collection and use of personal data by
Pliant Oy and informs about the rights to which data subjects are entitled under data protection
law. Definitions of the terms used (e.g. "personal data" or "processing") can be found under Art.
4 of the General Data Protection Regulation (“GDPR?”). Pliant Oy takes your data protection very
seriously and treats your personal data confidentially and in accordance with the statutory
provisions. Accordingly, your personal data will not be sold and will only be passed on to third
parties if there is a legal basis or with your consent.

Who are we?

Pliant Oy (“Pliant Oy”, “we”, “our” or “us”) is the issuer of your credit card and, where applicable,
additionally the provider of your credit card processing account and data controller in terms of
GDPR for the personal data which you provide to us in relation to these services:

Pliant Oy
Kaisaniemenkatu 4

c/o Spacent, 8. kerros
00100 Helsinki

Finland

email: info@getpliant.com

Pliant Oy is an e-money institution, authorised and regulated by the Finnish Financial
Supervisory Authority (FIN-FSA).

Our parent company, Pliant GmbH (“Pliant Germany”), is the operator of the Pliant platform and
is the data controller for any personal data which you provide which is not related to the card or
account. Pliant Germany is incorporated and registered in Germany with its registered office at
Saarbricker Str. 36, 10405 Berlin, Germany. For the use of the website getpliant.com and the
Pliant app, please read Pliant Germany’s privacy policies for the website and the Pliant app
which apply additionally.

If a credit card processing account is not provided by Pliant, but by a partner bank (e.g.
Varengold Bank AG), please read the partner bank’s privacy policy which applies additionally in
this case.

How do we collect your personal data?
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We collect information from you when you apply online or via a mobile application for a credit
card issued by us and, where applicable, for a credit card processing account provided by us.
We also collect information when you use your card to make transactions and, where
applicable, when such transactions are settled via the credit card processing account provided
by us. We may also process information from Pliant Germany, other third-party payment
partners and service providers. We also obtain information from publicly available sources
(commercial register) or third parties (such as credit agencies, fraud prevention agencies) who
may check your personal data against any information listed on public registers and/or other
databases. When we process your personal data, we rely on legal bases in accordance with
data protection law and this privacy policy (see section: On what legal basis do we process your
personal data?).

What type of personal data is collected from you?

When you apply for a card, we, or our partners or service providers, collect the following
information from you:

e Name,

e Contact details (such as physical address, email address, phone number),

e |dentity verification documents (such as date and place of birth, nationality, address, 1D
card copy, video identification data, tax number) of legal representatives and ultimate
beneficial owners,

e Login details, IP address.

When you use your card to make transactions, we store that transactional and financial
information such as

e date, amount, currency

e card number, card name

e account balances

e name of the merchant, creditor or supplier (for example a supermarket or retailer).

If you use a credit card processing account provided by us, we may additionally process and
store
e Information about your financial Information (such as credit data, scoring/rating data,
source of funds), including information from credit and fraud prevention agencies,
Date, amount, currency, reason, recipient of payments made from/to your account,
Account balances,
Credit limits.

How is your personal data used?

We use your personal data to:
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e set up your account, including processing your application for a card, creating your
account, verifying your identity and printing your card;

e maintain and administer your account, including processing your financial payments,
monitoring your account for fraud and providing a secure internet environment for the
transmission of our services;

e where applicable, maintain and administer your credit card processing account, including
processing your financial payments, monitoring your account for fraud and all other
activities required in connection with operation and management of a loan and financial
services institution;

e process the correspondence between us, including when you or any of your related
persons exercise your or their rights under data protection law and make requests;

e comply with legal and /or regulatory requirements, including know-your-customer and
anti-money laundering obligations;

For establishment and defence of legal rights;
improve our services, including creating anonymous data from your personal data for
analytical use, including for the purposes of training, testing and system development.

On what legal basis do we process your personal data?

Contract fulfilment, Art. 6 (1)(b) GDPR

The provision of your personal data and our processing of that data is necessary to carry out
our obligations under the agreement (the corporate owned funds credit card Terms and
Conditions of Use or the Pliant Payment Services Terms and Conditions, as applicable) which
we enter into when you sign up for our payment services. At times, the processing may be
necessary so that we can take certain steps, or at your request, prior to entering into that
contract, such as verifying your details or eligibility for the payment services. If you fail to provide
the personal data which we request, we cannot enter into a contract to provide payment
services to you or will need to take steps to terminate any contract which we have entered into
with you.

Legal obligations, Art. 6 (1)(c) GDPR
We may also process your personal data to comply with legal and/or regulatory obligations, in
particular know-your-customer, anti-money laundering, tax and reporting obligations.

Legitimate interests, Art. 6 (1)(f) GDPR

We, or a third party, may have a legitimate interest to process your personal data, for example:
To answer requests addressed to us;

Where applicable, to identify credit and/or default risks;

To prevent and/or investigate criminal acts such as fraud;

For marketing purposes, unless you have objected to the use of your data for this
purpose or revoked a marketing consent once given;

To cede open claims to a new creditor (cessionary) by contractual agreement;

To entrust debt collection agencies with the collection of open claims;
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To assert legal claims and defence in legal disputes;

To ensure IT security and IT operations of Pliant;

To anonymise personal data and subsequently use anonymized information, e.g. for
product development.

Consent

Insofar as you have given us your consent to the processing of personal data for specific
purposes, the legality of this processing is based on your consent. This granted consent can be
revoked at any time with future effect, e.g. by writing an email to privacy@getpliant.com.

Who do we share your information with?

We may receive and pass your information to the following categories of recipients:

e Identity verification agencies, fraud prevention agencies and credit agencies to
undertake required verification, regulatory and fraud prevention checks;

e Visa, financing partners, banking providers (currently, Banking Circle), digital payment
service partners or any third party providers involved in processing the financial
transactions that you make;

e Cessionaries, in case we decide to cede an open claim to a third party by contractual
agreement;

Debt collection agencies in case of default of payments;

Our legal and other professional advisors, including our auditors;

Regulatory, law enforcement and/or other public authorities, where the law requires us
to do so.

Furthermore, we pass on your data to service providers who support us in the operation of our
websites and the associated processes as part of data processing on behalf in accordance with
Art. 28 GDPR (data processors). Our data processors are strictly bound by instructions and
contractually obligated to us accordingly. These are service providers in the following
categories:

information security services organisations

web application hosting providers

mail support providers

network backup service providers

software/platform developers

document destruction providers

whistleblowing service providers.

Data processors process the data exclusively on our instructions and are obliged to comply with
the applicable data protection regulations. All data processors have been carefully selected and
will only have access to your data to the extent and for the period necessary to provide the
services.
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The servers of some of the data processors we use are located in the USA and other countries
outside the European Union/European Economic Area. Companies in these countries are
subject to data protection laws that do not generally protect personal data to the same extent as
they do in the Member States of the European Union/European Economic Area. There is
currently no decision by the EU Commission that third countries generally offer an adequate
level of protection. If your data is processed in a country that does not have a recognised high
level of data protection such as the European Union/European Economic Area, we ensure that
the level of data protection is secured as far as possible by means of contractual regulations
(e.g. the standard data protection clauses provided by the EU Commission for the processing of
personal data in third countries with data recipients in third countries in accordance with Art. 46
(2)(c) GDPR) or other recognised instruments.

How long do we store your personal data?

Unless we have already informed you in detail about the retention period, we delete personal
data when they are no longer required for the aforementioned processing purposes and no legal
retention obligations prevent deletion.

We will store your information for a period of five years after our business relationship ends in
order that we can comply with our obligations under applicable legislation such as anti-money
laundering and anti-fraud regulations. If any applicable legislation or changes to this require us
to retain your data for a longer or shorter period of time, we shall retain it for that period.

Your rights regarding your personal data?

When processing your personal data, GDPR grants you certain rights as a data subject:

Right of access (Article 15 GDPR)

You have the right to request confirmation as to whether personal data concerning you are
being processed; if this is the case, you have the right to be informed about these personal data
and to receive the information listed in detail in Art. 15 GDPR.

Right of rectification (Art. 16 GDPR)

You have the right to request the correction of any inaccurate personal data relating to you and,
where applicable, the completion of any incomplete data without delay.

Right to erasure (Art. 17 GDPR)

You have the right to request that personal data concerning you be deleted without delay,
provided that one of the reasons listed in detail in Art. 17 GDPR applies.

Right to the restriction of processing (Art. 18 GDPR)
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You have the right to request the restriction of processing if one of the conditions listed in Art. 18
GDPR applies, for example, if you have objected to the processing, for the duration of the
review by the controller.

Right to data portability (Art. GDPR)

In certain cases, which are listed in detail in Art. 20 GDPR, you have the right to receive the
personal data concerning you in a structured, common and machine-readable format, or to
request the transfer of this data to a third party.

Right of objection (Art. 21 GDPR)

If data are collected on the basis of Art. 6(1)(f) GDPR (data processing for the protection
of legitimate interests), or on the basis of Art. 6(1)(e) GDPR (data processing for the
protection of public interests, or for the exercise of official authority), you have the right
to object to the processing at any time on grounds relating to your particular situation.
We will then no longer process the personal data unless there are proven compelling
legitimate grounds for the processing which override your interests, rights and
freedoms, or the processing serves the assertion, exercise or defence of legal claims.

Right of | , hority (Art. 77 GDPR!

In accordance with Art. 77 GDPR, you have the right to lodge a complaint with a supervisory
authority if you are of the opinion that the processing of data concerning you violates data
protection regulations. The right of appeal may in particular be exercised before a supervisory
authority in the Member State of your habitual residence, place of work, or place of the alleged
infringement.

How to contact us
If you have any questions about our privacy policy or the personal information which we hold
about you or, please send an email to privacy@getpliant.com.
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